
 

นโยบายการคุ้มครองข้อมูลส่วนบุคคล (Privacy Policy/Privacy Notice) 

 บริษัท เมอรเ์มด มาริไทม ์จ ากัด (มหาชน) และ  

บริษัท เมอรเ์มด ซับซี เซอรว์ิสเซส (ไทยแลนด)์ จ ากัด 

1. บทน า 
บริษัท เมอรเ์มด มาริไทม ์จ ากัด (มหาชน) และ บริษัท เมอรเ์มด ซบัซี เซอรว์ิสเซส (ไทยแลนด)์ 

จ ากดั (ต่อไปในนโยบายนีเ้รียกว่า “บริษัท” หรือ “องคก์ร”) ตระหนกัถึงความส าคัญของขอ้มลูส่วนบุคคล
และขอ้มูลอ่ืนอันเก่ียวกับท่าน (รวมเรียกว่า “ขอ้มูล”) เพื่อใหท้่านสามารถเชื่อมั่นไดว้่า บริษัท มีความ
โปรง่ใสและความรบัผิดชอบในการเก็บรวบรวม ใชห้รือเปิดเผยขอ้มลูของท่านตามพระราชบญัญัติคุม้ครอง
ข้อมูลส่วนบุคคล พ.ศ. 2562 (“กฎหมายคุ้มครองข้อมูลส่วนบุคคล”)  รวมถึงกฎหมายอ่ืนที่เก่ียวข้อง 
นโยบายการคุม้ครองขอ้มูลส่วนบุคคล (“นโยบาย”) นีจ้ึงไดถู้กจัดท าขึน้เพื่อชีแ้จงแก่ท่านถึงรายละเอียด
เก่ียวกับการเก็บรวบรวม ใชห้รือเปิดเผย (รวมเรียกว่า “ประมวลผล”) ขอ้มูลส่วนบุคคลซึ่งด าเนินการโดย 
บริษัท รวมถึงเจา้หนา้ที่และบุคคลที่เก่ียวขอ้งผูด้  าเนินการแทนหรือในนามของบริษัท โดยมีเนือ้หาสาระ
ดงัต่อไปนี ้

 
2. ขอบเขตการบังคับใช้นโยบาย 

นโยบายนีใ้ชบ้งัคับกับขอ้มูลส่วนบุคคลของบุคคลซึ่งมีความสมัพันธ์กับ บริษัท ในปัจจุบนัและที่
อาจมีในอนาคต ซึ่งถกูประมวลผลขอ้มลูสว่นบคุคลโดย บรษิัท เจา้หนา้ที่ พนกังานตามสญัญา หน่วยธุรกิจ
หรือหน่วยงานรูปแบบอ่ืนที่ด  าเนินการโดย บริษัท และรวมถึงคู่สญัญาหรือบุคคลภายนอกที่ประมวลผล
ขอ้มูลส่วนบุคคลแทนหรือในนามของบริษัท (“ผูป้ระมวลผลขอ้มูลส่วนบุคคล”) ภายใตผ้ลิตภัณฑแ์ละ
บริการต่าง ๆ เช่น เว็บไซต ์ระบบ แอปพลิเคชนั เอกสาร หรือบริการในรูปแบบอ่ืนที่ควบคมุดแูลโดย บริษัท 
(รวมเรียกว่า “บรกิาร”) 

บคุคลมีความสมัพนัธก์บั บรษิัท ตามความในวรรคแรก รวมถึง 
1) ลกูคา้บคุคลธรรมดา 
2) เจา้หนา้ที่หรือผูป้ฏิบติังาน ลกูจา้ง 
3) คู่คา้และผูใ้หบ้รกิารซึ่งเป็นบคุคลธรรมดา 
4) กรรมการ ผูร้บัมอบอ านาจ ผูแ้ทน ตวัแทน ผูถื้อหุน้ ลกูจา้ง หรือบคุคลอื่นที่มีความสมัพนัธ์

ในรูปแบบเดียวกนัของนิติบุคคลที่มีความสมัพนัธก์บั บรษิัท 
5) ผูใ้ชง้านผลิตภณัฑห์รือบรกิารของบรษิัท  
6) ผูเ้ขา้ชมหรือใชง้านเว็บไซท์ https://www.mermaid-group.com รวมทัง้ระบบ แอปพลิเค

ชนั อปุกรณ ์หรือช่องทางการสื่อสารอ่ืนซึ่งควบคมุดแูลโดย บรษิัท 



 

7) บคุคลอื่นที่ บรษิัท เก็บรวบรวมขอ้มลูส่วนบุคคล เช่น ผูส้มคัรงาน ครอบครวัของเจา้หนา้ที่ 
ผูค้  า้ประกนั ผูร้บัประโยชนใ์นกรมธรรมป์ระกนัภยั เป็นตน้ 

 ขอ้ 1) ถึง 7) เรียกรวมกนัว่า “ท่าน” 
นอกจากนโยบายฉบับนี ้แล้ว บริษัท อาจก าหนดให้มีค าประกาศเก่ียวกับความเป็นส่วนตัว 

(“ประกาศ”) ส าหรับผลิตภัณฑ์หรือบริการของบริษัท เพื่อชี ้แจงให้เจ้าของข้อมูลส่วนบุคคลซึ่งเป็น
ผูใ้ชบ้ริการไดท้ราบถึงขอ้มลูส่วนบุคคลที่ถูกประมวลผล วตัถุประสงคแ์ละเหตผุลอนัชอบดว้ยกฎหมายใน
การประมวลผล ระยะเวลาในการเก็บรกัษาขอ้มูลส่วนบุคคล รวมถึงสิทธิในขอ้มูลส่วนบุคคลที่เจา้ของ
ขอ้มลูสว่นบคุคลพงึมีในผลิตภณัฑห์รือบรกิารนัน้เป็นการเฉพาะเจาะจง 

ทัง้นี ้ในกรณีที่มีความขดัแยง้กนัในสาระส าคญัระหว่างความในประกาศเก่ียวกบัความเป็นส่วนตวั
และนโยบายนี ้ใหถื้อตามความในประกาศเก่ียวกบัความเป็นส่วนตวัของบรกิารนัน้ 

 
3. ค านิยาม 

• บรษิัท หมายถึง บรษิัท เมอรเ์มด มารไิทม ์จ ากดั (มหาชน) และ บรษิัท เมอรเ์มด ซบัซี เซอรว์ิส
เซส (ไทยแลนด)์ จ ากดั 

• ขอ้มลูส่วนบุคคล หมายถึง ขอ้มลูเก่ียวกบับุคคลธรรมดา ซึ่งท าใหส้ามารถระบุตวับุคคลนัน้ได้
ไม่ว่าทางตรงหรือทางออ้ม แต่ไม่รวมถึงขอ้มลูของผูถ้ึงแก่กรรมโดยเฉพาะ 

• ขอ้มูลส่วนบุคคลอ่อนไหว หมายถึง ขอ้มูลส่วนบุคคลตามที่ถูกบญัญัติไวใ้นมาตรา 26 แห่ง
พระราชบญัญัติคุม้ครองขอ้มลูส่วนบุคคล พ.ศ. 2562 ซึ่งไดแ้ก่ ขอ้มลูเชือ้ชาติ เผ่าพนัธุ ์ความ
คิดเห็นทางการเมือง ความเชื่อในลัทธิ ศาสนาหรือปรัชญา พฤติกรรมทางเพศ ประวัติ
อาชญากรรม ขอ้มลูสขุภาพ ความพิการ ขอ้มลูสหภาพแรงงาน ขอ้มลูพนัธุกรรม ขอ้มลูชีวภาพ 
หรือขอ้มลูอ่ืนใดซึ่งกระทบต่อเจา้ของขอ้มลูส่วนบุคคลในท านองเดียวกนัตามที่คณะกรรมการ
คุม้ครองขอ้มลูสว่นบคุคลประกาศก าหนด 

• การประมวลผลขอ้มลูส่วนบุคคล หมายถึง การด าเนินการใด ๆ กบัขอ้มลูส่วนบุคคล เช่น เก็บ
รวบรวม บนัทึก ส าเนา จดัระเบียบ เก็บรกัษา ปรบัปรุง เปลี่ยนแปลง ใช ้กูคื้น เปิดเผย ส่งต่อ 
เผยแพร ่โอน รวม ลบ ท าลาย เป็นตน้ 

• เจา้ของขอ้มลูสว่นบคุคล หมายถึง บคุคลธรรมดาซึ่งเป็นเจา้ของขอ้มลูส่วนบคุคลที่ บรษิัท เก็บ
รวบรวม ใช ้หรือเปิดเผย 

• ผูค้วบคมุขอ้มูลส่วนบุคคล หมายถึง บุคคลหรือนิติบุคคลซึ่งมีอ านาจหนา้ที่ตัดสินใจเก่ียวกับ
การเก็บรวบรวม ใช ้หรือเปิดเผยขอ้มลูสว่นบคุคล 



 

• ผูป้ระมวลผลขอ้มูลส่วนบุคคล หมายถึง บุคคลหรือนิติบุคคลซึ่งด าเนินการเก่ียวกับการเก็บ
รวบรวม ใช ้หรือเปิดเผยขอ้มลูส่วนบุคคลตามค าสั่งหรือในนามของผูค้วบคมุขอ้มลูส่วนบุคคล 
ทัง้นี ้บคุคลหรือนิติบคุคลซึ่งด าเนินการดงักลา่วไม่เป็นผูค้วบคมุขอ้มลูสว่นบคุคล 

 
4. แหล่งทีม่าของข้อมูลส่วนบุคคลที ่บริษัท เก็บรวบรวม 

 บรษิัท เก็บรวบรวมหรือไดม้าซึ่งขอ้มลูสว่นบคุคลประเภทต่าง ๆ จากแหลง่ขอ้มลูดงัต่อไปนี ้ 
1) ขอ้มูลส่วนบุคคลที่ บริษัท เก็บรวบรวมจากเจา้ของขอ้มูลส่วนบุคคลโดยตรงในช่องทาง

ใหบ้ริการต่าง ๆ เช่น ขัน้ตอนการสมคัร ลงทะเบียน สมคัรงาน ลงนามในสญัญา เอกสาร ท าแบบ
ส ารวจหรือใชง้านผลิตภณัฑ ์บริการ หรือช่องทางใหบ้ริการอ่ืนที่ควบคุมดูแลโดย บริษัท หรือเมื่อ
เจ้าของข้อมูลส่วนบุคคลติดต่อสื่อสารกับ  บริษัท ณ ที่ท าการหรือผ่านช่องทางติดต่ออ่ืนที่
ควบคมุดแูลโดย บรษิัท เป็นตน้ 

2) ข้อมูลที่  บริษัท เก็บรวบรวมจากการที่ เจ้าของข้อมูลส่วนบุคคลเข้าใช้งานเว็บไซต์ 
ผลิตภัณฑห์รือบริการอ่ืน ๆ ตามสัญญาหรือตามพันธกิจ เช่น การติดตามพฤติกรรมการใชง้าน
เว็บไซต์ ผลิตภัณฑ์หรือบริการของบริษัท ด้วยการใช้คุกกี ้(Cookies) หรือจากซอฟต์แวรบ์น
อปุกรณข์องเจา้ของขอ้มลูสว่นบคุคล เป็นตน้ 

3) ขอ้มลูสว่นบคุคลที่ บรษิัท เก็บรวบรวมจากแหลง่อื่นนอกจากเจา้ของขอ้มลูสว่นบุคคล โดย
ที่แหล่งขอ้มูลดังกล่าวมีอ านาจหน้าที่  มีเหตุผลที่ชอบดว้ยกฎหมายหรือไดร้บัความยินยอมจาก
เจา้ของขอ้มูลส่วนบุคคลแลว้ในการเปิดเผยขอ้มูลแก่ บริษัท เช่น การเชื่อมโยงบริการดิจิทัลของ
หน่วยงานของรฐัในการใหบ้รกิารเพื่อประโยชนส์าธารณะแบบเบ็ดเสรจ็แก่เจา้ของขอ้มลูสว่นบุคคล
เอง การรบัขอ้มลูส่วนบุคคลจากหน่วยงานของรฐัแห่งอ่ืนในฐานะที่  บริษัท มีหนา้ที่ตามพนัธกิจใน
การด าเนินการจดัใหม้ีศนูยแ์ลกเปลี่ยนขอ้มลูกลางเพื่อสนบัสนุนการด าเนินการของหน่วยงานของ
รฐัในการใหบ้ริการประชาชนผ่านระบบดิจิทลั รวมถึงจากความจ าเป็นเพื่อใหบ้ริการตามสญัญาที่
อาจมีการแลกเปลี่ยนขอ้มลูสว่นบคุคลกบัหน่วยงานคู่สญัญาได ้  
  นอกจากนี ้ยงัหมายความรวมถึงกรณีที่ท่านเป็นผูใ้หข้อ้มลูส่วนบุคคลของบุคคลภายนอก

แก่ บริษัท ดงันี ้ท่านมีหนา้ที่รบัผิดชอบในการแจง้รายละเอียดตามนโยบายนีห้รือประกาศของผลิตภัณฑ์
หรือบริการ ตามแต่กรณี ใหบุ้คคลดังกล่าวทราบ ตลอดจนขอความยินยอมจากบุคคลนัน้หากเป็นกรณีที่
ตอ้งไดร้บัความยินยอมในการเปิดเผยขอ้มลูแก่ บรษิัท  

 ทั้งนี ้ในกรณีที่เจา้ของขอ้มูลส่วนบุคคลปฏิเสธไม่ใหข้อ้มูลที่มีความจ าเป็นในการใหบ้ริการของ
บริษัท อาจเป็นผลให ้บริษัท ไม่สามารถใหบ้ริการนัน้แก่เจา้ของขอ้มูลส่วนบุคคลดังกล่าวไดท้ัง้หมดหรือ
บางสว่น 

 



 

5. ฐานกฎหมายในการเก็บรวบรวมข้อมูลส่วนบุคคล 
 บริษัท พิจารณาก าหนดฐานกฎหมายในการเก็บรวบรวมข้อมูลส่วนบุคคลของท่านตามความ
เหมาะสมและตามบริบทของการใหบ้ริการ ทัง้นี ้ฐานกฎหมายในการเก็บรวบรวมขอ้มูลส่วนบุคคลที่ 
บรษิัท ใช ้ประกอบดว้ย 
 
ฐานกฎหมายในการเก็บรวบรวมขอ้มลู รายละเอียด 
เพื่อการปฏิบติัหนา้ที่ตามกฎหมาย เพื่อให ้บริษัท สามารถปฏิบัติตามที่กฎหมายที่ควบคุม 

บรษิัท เช่น  
- การเก็บรวบรวมข้อมูลจราจรทางคอมพิวเตอร์ตาม
พระราชบัญญัติว่าด้วยการกระท าความผิดเก่ียวกับ
คอมพิวเตอร ์พ.ศ. 2560  
- พระราชบญัญัติขอ้มูลข่าวสารของราชการ พ.ศ. 2540 
(กรณีขอ้มลูที่ถกูสง่มามีชัน้ความลบัทางราชการ)  
- กฎหมายว่าดว้ยภาษีอากร  
รวมถึง การด าเนินการตามค าสั่งศาล เป็นตน้ 

เป็นการจ าเป็นเพื่อประโยชน์โดยชอบ
ดว้ยกฎหมาย 

เพื่อประโยชนโ์ดยชอบดว้ยกฎหมายของบริษัท และของ
บุคคลอ่ืน ซึ่งประโยชนด์ังกล่าวมีความส าคัญไม่นอ้ยไป
กว่าสิทธิขัน้พืน้ฐานในขอ้มลูสว่นบุคคลของเจา้ของขอ้มูล
ส่วนบุคคล เช่น เพื่อการรักษาความปลอดภัยอาคาร
สถานที่ของบริษัท หรือการประมวลผลขอ้มูลส่วนบุคคล
เพื่อกิจการภายในของบรษิัท เป็นตน้ 

เป็นการจ าเป็นเพื่อการปอ้งกนัหรือระงับ
อันตรายต่อชีวิต ร่างกาย หรือสุขภาพ
ของบคุคล 

เพื่อป้องกันหรือระงับอันตรายต่อชีวิต ร่างกาย หรือ
สุขภาพของบุคคล เช่น การใหบ้ริการแอปพลิเคชันเพื่อ
เฝา้ระวงัโรคระบาดตามนโยบายของรฐับาล เป็นตน้ 

เพื่อการปฏิบติัตามสญัญา เพื่อให้ บริษัท สามารถปฏิบัติหน้าที่ตามสัญญา หรือ
ด าเนินการอันเป็นความจ าเป็นต่อการเขา้ท าสัญญาซึ่ง
ท่านเป็นคู่สญัญากบั บรษิัท เช่น การจา้งงาน จา้งท าของ 
การท าบันทึกข้อตกลงความร่วมมือหรือสัญญาใน
รูปแบบอ่ืน เป็นตน้ 

เพื่อการจัดท าเอกสารประวัติศาสตร์ 
วิจยัหรือสถิติที่ส  าคญั 

เพื่อให้ บริษัท สามารถจัดท าหรือสนับสนุนการจัดท า
เอกสารประวัติศาสตร ์วิจัยหรือสถิติตามที่  บริษัท อาจ



 

ไดร้บัมอบหมาย เช่น การจัดท าท าเนียบผูด้  ารงต าแหน่ง
ผูอ้  านวยการ หรือคณะกรรมการ การจัดท าสถิติการใช้
บริการดิจิทัลภาครัฐ งานติดตามการด าเนินนโยบาย
รฐับาลดิจิทลั เป็นตน้ 

ความยินยอมของท่าน เพื่อการเก็บรวบรวม ใชห้รือเปิดเผยขอ้มูลส่วนบุคคลใน
กรณีที่ บริษัท จ าเป็นต้องได้รับความยินยอมจากท่าน 
โดยได้มีการแจ้งวัตถุประสงค์ของการเก็บรวบรวม ใช้ 
หรือเปิดเผยขอ้มูลส่วนบุคคลก่อนการขอความยินยอม
แลว้ เช่น การเก็บรวบรวมขอ้มลูส่วนบุคคลอ่อนไหวดว้ย
วตัถปุระสงคท์ี่ไม่เป็นไปตามขอ้ยกเวน้มาตรา 24 หรือ 26 
แห่งพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 
2562 หรือการน าเสนอ ประชาสัมพันธ์ผลิตภัณฑ์และ
บริการของคู่สญัญาหรือพันธมิตรทางธุรกิจแก่ท่าน เป็น
ตน้ 

 
ในกรณีที่ บริษัท มีความจ าเป็นตอ้งเก็บรวบรวมขอ้มลูส่วนบุคคลของท่านเพื่อการปฏิบติัตามสัญญา 

การปฏิบติัหนา้ที่ตามกฎหมายหรือเพื่อความจ าเป็นในการเขา้ท าสญัญา หากท่านปฏิเสธไม่ใหข้อ้มลูส่วน
บุคคลหรือ คัดคา้นการด าเนินการประมวลผลตามวัตถุประสงคข์องกิจกรรม อาจมีผลท าให้ บริษัท ไม่
สามารถด าเนินการหรือใหบ้รกิารตามที่ท่านรอ้งขอไดท้ัง้หมดหรือบางสว่น  

 
6. ประเภทของข้อมูลส่วนบุคคลที ่บริษัท เก็บรวบรวม 

บริษัท อาจเก็บรวบรวมหรือไดม้าซึ่งขอ้มลูดงัต่อไปนี ้ ซึ่งอาจรวมถึงขอ้มลูสว่นบุคคลของท่าน ทัง้นี ้
ขึน้อยู่กับบริการที่ท่านใชห้รือบริบทความสมัพันธ์ที่ท่านมีกับ บริษัท รวมถึงขอ้พิจารณาอ่ืนที่มีผลกับการ
เก็บรวบรวมขอ้มูลส่วนบุคคล โดยประเภทของขอ้มูลที่ระบุไวด้ังต่อไปนีเ้ป็นเพียงกรอบการเก็บรวบรวม
ขอ้มลูส่วนบุคคลของบริษัท เป็นการทั่วไป ทัง้นี ้เฉพาะขอ้มลูที่เก่ียวขอ้งกบัผลิตภณัฑห์รือบริการที่ท่านใช้
งานหรือมีความสมัพนัธด์ว้ยเท่านัน้ที่จะมีผลบงัคบัใช ้

 
 
 
 

 



 

ประเภทขอ้มลูสว่นบคุคล รายละเอียดและตวัอย่าง 
ขอ้มลูเฉพาะตวับคุคล ขอ้มูลระบุชื่อเรียกของท่านหรือขอ้มูลจากเอกสารราชการที่ระบุ

ขอ้มลูเฉพาะตวัของท่าน เช่น ค าน าหนา้ชื่อ ชื่อ นามสกลุ ชื่อกลาง 
ชื่อเล่น ลายมือชื่อ เลขที่บตัรประจ าตัวประชาชน สญัชาติ เลขที่
ใบขับขี่ เลขที่หนังสือเดินทาง ขอ้มูลทะเบียนบา้น หมายเลขใบ
ประกอบการ หมายเลขใบอนุญาตการประกอบวิชาชีพ (ส าหรบั
แต่ละอาชีพ)  หมายเลขประจ าตัวผู้ประกันตน  หมายเลข
ประกนัสงัคม เป็นตน้ 

ข้อมูลเ ก่ียวกับคุณลักษณะของ
บคุคล 

ข้อมูลรายละเอียดเก่ียวกับตัวท่าน เช่น วันเดือนปีเกิด เพศ 
ส่วนสงู น า้หนกั อายุ สถานภาพการสมรส สถานภาพการเกณฑ์
ทหาร รูปถ่าย ภาษาพดู ขอ้มลูพฤติกรรม ความชื่นชอบ ขอ้มลูการ
เป็นบุคคลลม้ละลาย ขอ้มูลการเป็นคนไรค้วามสามารถหรือคน
เสมือนไรค้วามสามารถ เป็นตน้ 

ขอ้มลูส าหรบัการติดต่อ ข้อมูล เพื่ อการติดต่อท่ าน  เช่น  เบอร์โทรศัพท์บ้าน เบอร์
โทรศพัทเ์คลื่อนที่ หมายเลขโทรสาร อีเมล ที่อยูท่างไปรษณียบ์า้น 
ชื่อผูใ้ชง้านในสงัคมออนไลน ์(Line ID, MS Teams) แผนที่ตัง้ของ
ที่พกั เป็นตน้ 

ข้อมูล เ ก่ียวกับการท างานและ
การศกึษา 

รายละเอียดการจ้างงาน รวมถึงประวัติการท างานและประวัติ
การศึกษา เช่น ประเภทการจา้งงาน อาชีพ ยศ ต าแหน่ง หนา้ที่ 
ความเชี่ยวชาญ สถานภาพใบอนญุาตท างาน ขอ้มลูบคุคลอา้งอิง 
หมายเลขประจ าตัวผูเ้สียภาษี ประวัติการด ารงต าแหน่ง ประวัติ
การท างาน ขอ้มูลเงินเดือน วันเริ่มงาน วันออกจากงาน ผลการ
ประเมิน สวัสดิการและสิทธิประโยชน์ พัสดุในครอบครองของ
ผูป้ฏิบติังาน ผลงาน หมายเลขบญัชีธนาคาร สถาบนัการศึกษา 
วฒุิการศกึษา ผลการศกึษา วนัที่ส  าเรจ็การศกึษา เป็นตน้ 

ขอ้มลูเก่ียวกบักรมธรรมป์ระกนัภยั รายละเอียดเก่ียวกับกรมธรรมป์ระกันภัยผูป้ฏิบัติงาน เช่น ผูร้บั
ประกันภัย ผูเ้อาประกันภัย ผูร้บัประโยชน์ หมายเลขกรมธรรม์ 
ประเภทกรมธรรม ์วงเงินคุม้ครอง ขอ้มูลเก่ียวกับการเคลม เป็น
ตน้ 

ข้อมูลเก่ียวกับความสัมพันธ์ทาง
สงัคม 

ข้อมูลความสัมพันธ์ทางสังคมของท่าน เช่น สถานภาพทาง
การเมือง การด ารงต าแหน่งทางการเมือง การด ารงต าแหน่ง



 

กรรมการ ความสมัพนัธก์บัผูป้ฏิบติังานของบริษัท ขอ้มลูการเป็น
ผูม้ีสญัญาจา้งกบั บริษัท ขอ้มลูการเป็นผูม้ีส่วนไดเ้สียในกิจการท่ี
ท ากบั บรษิัท เป็นตน้ 

ข้อมูลเก่ียวกับการใช้บริการของ 
บรษิัท 

รายละเอียดเก่ียวกับผลิตภัณฑ์หรือบริการของบริษัท เช่น ชื่อ
บัญชีผู้ใช้งาน รหัสผ่าน หมายเลข PIN ข้อมูล Single Sign-on 
(SSO ID) รหสั OTP ขอ้มลูการจราจรทางคอมพิวเตอร ์ขอ้มลูระบุ
พิกัด ภาพถ่าย วีดีโอ บันทึกเสียง ข้อมูลพฤติกรรมการใช้งาน 
ประวัติการสืบค้น คุกกี้หรือเทคโนโลยีในลักษณะเดียวกัน 
หมายเลขอปุกรณ ์(Device ID) ประเภทอปุกรณ ์รายละเอียดการ
เชื่อมต่อ ขอ้มลู Browser ภาษาที่ใชง้าน ระบบปฏิบติัการท่ีใชง้าน 
เป็นตน้ 

ข้ อ มู ล ส่ ว น บุ ค ค ล ที่ มี ค ว า ม
ละเอียดอ่อน 

ข้อมูลส่วนบุคคลที่มีความละเอียดอ่อนของท่าน เช่น เชือ้ชาติ 
ขอ้มูลศาสนา ขอ้มูลความพิการ ขอ้มูลความเห็นทางการเมือง 
ประวัติอาชญากรรม ขอ้มูลชีวภาพ (ขอ้มูลภาพจ าลองใบหนา้) 
ขอ้มลูเก่ียวกบัสขุภาพ เป็นตน้ 

 
7. คุกกี ้ 

บริษัท เก็บรวบรวมและใชคุ้กกีร้วมถึงเทคโนโลยีอ่ืนในลักษณะเดียวกันในเว็บไซต์ที่อยู่ภายใต้
ความดูแลของบริษัท เช่น https://www.mermaid-group.com หรือบนอุปกรณ์ของท่านตามแต่บริการที่
ท่านใชง้าน ทัง้นี ้เพื่อการด าเนินการดา้นความปลอดภยัในการให้บริการของบริษัท และเพื่อใหท้่านซึ่งเป็น
ผูใ้ชง้านไดร้บัความสะดวกและประสบการณท์ี่ดีในการใชง้านบริการของบริษัท และขอ้มูลเหล่านีจ้ะถูก
น าไปเพื่อปรบัปรุงเว็บไซต์ของบริษัท ใหต้รงกับความตอ้งการของท่านมากยิ่งขึน้ โดยท่านสามารถตัง้ค่า
หรือลบการใชง้านคกุกีไ้ดด้ว้ยตนเองจากการตัง้ค่าในเว็บเบราวเ์ซอร ์(Web Browser) ของท่าน 

 
8. ข้อมูลส่วนบุคคลของผู้เยาว ์คนไร้ความสามารถและคนเสมือนไร้ความสามารถ 

กรณีที่ บริษัท ทราบว่าขอ้มูลส่วนบุคคลที่จ  าเป็นตอ้งไดร้บัความยินยอมในการเก็บรวบรวม เป็น
ของเจา้ของขอ้มลูส่วนบุคคลซึ่งเป็นผูเ้ยาว ์คนไรค้วามสามารถหรือคนเสมือนไรค้วามสามารถ บรษิัท จะไม่
ท าการเก็บรวบรวมขอ้มูลส่วนบุคคลนัน้จนกว่าจะไดร้บัความยินยอมจากผูใ้ชอ้  านาจปกครองที่มีอ  านาจ
กระท าการแทนผูเ้ยาว ์หรือผูอ้นบุาล หรือผูพ้ิทกัษต์ามแต่กรณี ทัง้นี ้เป็นไปตามเงื่อนไขที่กฎหมายก าหนด 

กรณีที่ บริษัท ไม่ทราบมาก่อนว่าเจา้ของขอ้มลูส่วนบุคคลเป็นผูเ้ยาว์ คนไรค้วามสามารถหรือคน
เสมือนไรค้วามสามารถ และมาพบในภายหลงัว่า บรษิัท ไดเ้ก็บรวบรวมขอ้มลูของเจา้ของขอ้มลูสว่นบุคคล

https://www.mermaid-group.com/


 

ดงักลา่วโดยยงัมิไดร้บัความยินยอมจากผูใ้ชอ้  านาจปกครองที่มีอ  านาจกระท าการแทนผูเ้ยาว ์หรือผูอ้นบุาล 
หรือผูพ้ิทกัษ์ตามแต่กรณี ดงันี ้บริษัท จะด าเนินการลบท าลายขอ้มลูสว่นบุคคลนัน้โดยเร็วหาก บริษัท ไม่มี
เหตอุนัชอบดว้ยกฎหมายประการอ่ืนนอกเหนือจากความยินยอมในการเก็บรวบรวม ใชห้รือเปิดเผยขอ้มลู
ดงักลา่ว 
 
9. วัตถุประสงคใ์นการเก็บรวบรวมข้อมูลส่วนบุคคล 

บริษัท ด าเนินการเก็บรวบรวมขอ้มลูส่วนบุคคลของท่านเพื่อวัตถุประสงคห์ลายประการ ซึ่งขึน้อยู่
กบัประเภทของผลิตภณัฑห์รือบริการหรือกิจกรรมที่ท่านใชบ้รกิาร ตลอดจนลกัษณะความสมัพนัธข์องท่าน
กบั บริษัท หรือขอ้พิจารณาในแต่ละบริบทเป็นส าคญั โดยวตัถุประสงคท์ี่ระบุไวด้งัต่อไปนีเ้ป็นเพียงกรอบ
การใชข้อ้มูลส่วนบุคคลของบริษัท เป็นการทั่วไป ทัง้นี ้เฉพาะวัตถุประสงคท์ี่เก่ียวขอ้งกับผลิตภัณฑห์รือ
บรกิารท่ีท่านใชง้านหรือมีความสมัพนัธด์ว้ยเท่านัน้ที่จะมีผลบงัคบัใชก้บัขอ้มลูของท่าน 

1) เพื่อใหบ้รกิารและบรหิารจดัการบรกิารของบรษิัท ทัง้บรกิารภายใตส้ญัญาที่มีต่อท่าน หรือ
ตามพนัธกิจของบรษิัท 

2) เพื่อการด าเนินการทางธุรกรรมของบรษิัท 
3) ควบคมุดแูล ใชง้าน ติดตาม ตรวจสอบและบริหารจดัการบริการเพื่ออ านวยความสะดวก

และสอดคลอ้งกบัความตอ้งการของท่าน 
4) เพื่อเก็บรกัษาและปรบัปรุงขอ้มลูอนัเก่ียวกบัท่าน รวมทัง้เอกสารที่มีการกลา่วอา้งถึงท่าน 
5) จดัท าบนัทกึรายการการประมวลผลขอ้มลูสว่นบุคคลตามที่กฎหมายก าหนด 
6) วิเคราะหข์อ้มลู รวมถึงแกไ้ขปัญหาที่เก่ียวกบับรกิารของบรษิัท 
7) เพื่อด าเนินการตามที่จ  าเป็นในการบริหารจัดการภายในองคก์ร รวมถึงการรบัสมัครงาน 

การสรรหากรรมการหรือผูด้  ารงต าแหน่งต่าง ๆ การประเมินคณุสมบติั 
8) ป้องกนั ตรวจจบั หลีกเลี่ยง และตรวจสอบการฉอ้โกง การละเมิดความปลอดภยั หรือการ

กระท าที่ตอ้งหา้ม หรือผิดกฎหมาย และอาจเกิดความเสียหายต่อทัง้ บรษิัท และเจา้ของขอ้มลูส่วน
บคุคล 

9) การยืนยนัตวัตน พิสจูนต์วัตนและตรวจสอบขอ้มลูเมื่อท่านสมคัรใชบ้ริการของบรษิัท หรือ
ติดต่อใชบ้รกิาร หรือใชส้ิทธิตามกฎหมาย 

10) ปรบัปรุงและพฒันาคณุภาพผลิตภณัฑแ์ละบรกิารใหท้นัสมยั 
11) การประเมินและบรหิารจดัการความเสี่ยง 
12) สง่การแจง้เตือน การยืนยนัการท าค าสั่ง ติดต่อสื่อสารและแจง้ข่าวสารไปยงัท่าน 
13) เพื่อจดัท าและสง่มอบเอกสารหรือขอ้มลูที่มีความเก่ียวขอ้งและจ าเป็น 
14) ยืนยนัตวัตน ปอ้งกนัการสแปม หรือการกระท าที่ไม่ไดร้บัอนญุาต หรือผิดกฎหมาย 



 

15) ตรวจสอบว่าเจ้าของข้อมูลส่วนบุคคลเข้าถึงและใช้บริการของบริษัท อย่างไร ทั้งใน
ภาพรวมและรายบคุคล และเพื่อวตัถปุระสงคท์ี่เก่ียวกบัการคน้ควา้ และการวิเคราะห ์

16) ด าเนินการตามที่จ  าเป็นเพื่อปฏิบติัตามหนา้ที่ที่  บริษัท มีต่อหน่วยงานที่มีอ  านาจควบคุม 
หน่วยงานดา้นภาษี การบงัคบัใชก้ฎหมาย หรือภาระผกูพนัตามกฎหมายของบรษิัท 

17) ด าเนินการตามที่จ  าเป็นเพื่อประโยชนท์ี่ชอบดว้ยกฎหมายของบริษัท หรือของบุคคลอ่ืน 
หรือของนิติบคุคลอื่นที่เก่ียวขอ้งกบัการการด าเนินการของบรษิัท 

18) ปอ้งกนั หรือหยดุยัง้อนัตรายต่อชีวิต รา่งกาย หรือสขุภาพของบคุคลซึ่งรวมถึงการเฝา้ระวงั
โรคระบาด 

19) จดัเตรียมเอกสารทางประวติัศาสตรเ์พื่อประโยชนส์าธารณะ การคน้ควา้ หรือจดัท าสถิติที่ 
บรษิัท ไดร้บัมอบหมายใหด้ าเนินการ 

20) เพื่อการปฏิบติัตามกฎหมาย ประกาศ ค าสั่งที่มีผลบงัคับใช ้หรือการด าเนินการเก่ียวกบั
คดีความ การด าเนินการเก่ียวกบัขอ้มลูตามหมายศาล รวมถึงการใชส้ิทธิเก่ียวกบัขอ้มลูของท่าน 

 
10. ประเภทบุคคลที ่บริษัท เปิดเผยข้อมูลส่วนบุคคลของท่าน 

ภายใตว้ตัถุประสงคท์ี่ไดร้ะบไุวใ้นขอ้ 9 ขา้งตน้ บรษิัท อาจเปิดเผยขอ้มลูส่วนบุคคลของท่านใหแ้ก่
บุคคลดังต่อไปนี ้ทัง้นี ้ประเภทของบุคคลผูร้บัขอ้มูลที่ระบุไวด้ังต่อไปนีเ้ป็นเพียงกรอบการเปิดเผยข้อมูล
ส่วนบุคคลของบริษัท เป็นการทั่วไป เฉพาะบุคคลผูร้บัขอ้มูลที่เก่ียวขอ้งกับผลิตภัณฑห์รือบริการที่ท่านใช้
งานหรือมีความสมัพนัธด์ว้ยเท่านัน้ที่จะมีผลบงัคบัใช ้

 
ประเภทบคุคลผูร้บัขอ้มลู รายละเอียด 

หน่วยงานของรัฐหรือผู้มีอ  านาจที่  
บ ริ ษั ท  ต้ อ ง เ ปิ ด เ ผ ย ข้ อ มู ล เ พื่ อ
วัตถุประสงค์ในการด าเนินการตาม
กฎหมายหรือวัตถุประสงค์ส  าคัญอ่ืน 
(เช่น การด าเนินการเพื่อประโยชน์
สาธารณะ) 

หน่วยงานผูบ้งัคบัใชก้ฎหมาย หรือมีอ  านาจควบคมุก ากับดูแล
หรือมีวัตถุประสงค์อ่ืนที่มีความส าคัญ เช่น คณะรัฐมนตรี 
รัฐมนตรีผู ้ร ักษาการ  กรมการปกครอง  กรมสรรพากร 
ส านักงานต ารวจ ศาล ส านักงานอัยการ กรมควบคุมโรค 
กระทรวงดิจิทลัเพื่อเศรษฐกิจและสงัคม ส านกังานปลดัส านัก
นายก กรมการกงสลุ กองทนุเงินใหกู้ย้ืมเพื่อการศกึษา เป็นตน้  

คู่ สัญญาซึ่ ง ด า เ นิ น ก า ร เ ก่ี ย ว กั บ
สวสัดิการของผูป้ฏิบติังานของ บรษิัท 

บุคคลภายนอกที่ บริษัท จัดซือ้จัดจา้งใหด้ าเนินการเก่ียวกับ
สวัสดิการ เช่น บริษัทประกันภัย โรงพยาบาล บริษัทผูจ้ัดท า 
Payroll ธนาคาร ผูใ้หบ้รกิารโทรศพัท ์เป็นตน้ 

พนัธมิตรทางธุรกิจ บริษัท อาจเปิดเผยข้อมูลของท่านแก่บุคคลที่ร่วมงานกับ 
บริษัท เพื่อประโยชนใ์นการใหบ้ริการแก่ท่าน เช่น หน่วยงานผู้



 

ใหบ้ริการที่ท่านติดต่อผ่านบริการของบริษัท ผูใ้หบ้ริการดา้น
การตลาด สื่อโฆษณา สถาบนัการเงิน ผูใ้หบ้รกิารแพลตฟอรม์ 
ผูใ้หบ้รกิารโทรคมนาคม เป็นตน้ 

ผูใ้หบ้รกิาร บริษัท อาจมอบหมายใหบุ้คคลอ่ืนเป็นผูใ้หบ้ริการแทน หรือ
สนับสนุนการด าเนินการของบริษัท เช่น ผูใ้หบ้ริการดา้นการ
จัดเก็บข้อมูล (เช่น คลาวด์ โกดังเอกสาร) ผู้พัฒนาระบบ 
ซอฟตแ์วร ์แอปพลิเคชัน เว็บไซต ์ผูใ้หบ้ริการจัดส่งเอกสาร ผู้
ใหบ้รกิารดา้นการช าระเงิน ผูใ้หบ้รกิารอินเทอรเ์น็ต ผูใ้หบ้รกิาร
โทรศัพท์ ผู้ให้บริการด้าน Digital ID ผู้ให้บริการสื่อสังคม
ออนไลน์ ผู้ให้บริการด้านการบริหารความเสี่ยง ที่ปรึกษา
ภายนอก ผูใ้หบ้รกิารขนสง่ เป็นตน้ 

ผูร้บัขอ้มลูประเภทอ่ืน บริษัท อาจเปิดเผยข้อมูลของท่านให้แก่บุคคลผู้รับข้อมูล
ประเภทอ่ืน เช่น ผูติ้ดต่อ บริษัท สมาชิกในครอบครวั มลูนิธิที่
ไม่แสวงหาก าไร วดั โรงพยาบาล สถานศึกษา หรือหน่วยงาน
อ่ืน ๆ เป็นต้น ทั้งนี ้เพื่อการด าเนินการเก่ียวกับบริการของ
บรษิัท การฝึกอบรม การรบัรางวลั การรว่มท าบญุ บรจิาค เป็น
ตน้ 

การเปิดเผยขอ้มลูต่อสาธารณะ บริษัท อาจเปิดเผยข้อมูลของท่านต่อสาธารณะในกรณีที่
จ  าเป็น เช่น การด าเนินการที่ก าหนดให ้บรษิัท ตอ้งประกาศลง
ในราชกิจจานเุบกษาหรือมติคณะรฐัมนตรี เป็นตน้ 

 
11. การส่งหรือโอนข้อมูลส่วนบุคคลไปยังต่างประเทศ 

ในบางกรณี บริษัท อาจจ าเป็นตอ้งส่งหรือโอนขอ้มูลส่วนบุคคลของท่านไปยังต่างประเทศเพื่อ
ด าเนินการตามวัตถุประสงค์ในการให้บริการแก่ท่าน เช่น เพื่อส่งข้อมูลส่วนบุคคลไปยังระบบคลาวด์ 
(Cloud) ที่มีแพลตฟอร์มหรือเครื่องแม่ข่าย (Server) อยู่ ต่างประเทศ (เช่น ประเทศสิงคโปร์ หรือ
สหรฐัอเมริกา เป็นตน้) เพื่อสนบัสนุนระบบเทคโนโลยีสารสนเทศที่ตัง้อยู่นอกประเทศไทย ทัง้นี ้ขึน้อยู่กับ
บรกิารของบรษิัท ที่ท่านใชง้านหรือมีสว่นเก่ียวขอ้งเป็นรายกิจกรรม 

อย่างไรก็ตาม ในขณะที่จัดท านโยบายฉบบันี ้คณะกรรมการคุม้ครองขอ้มูลส่วนบุคคลยังมิได้มี
ประกาศก าหนดรายการประเทศปลายทางที่มีมาตรฐานการคุม้ครองขอ้มลูส่วนบุคคลที่เพียงพอ ดงันี ้เมื่อ 
บริษัท มีความจ าเป็นต้องส่งหรือโอนข้อมูลส่วนบุคคลของท่านไปยังประเทศปลายทาง บริษัท จะ



 

ด าเนินการเพื่อใหข้อ้มลูส่วนบุคคลที่ส่งหรือโอนไปมีมาตรการคุม้ครองขอ้มลูส่วนบุคคลอย่างเพียงพอตาม
มาตรฐานสากล หรือด าเนินการตามเงื่อนไขเพื่อใหส้ามารถสง่หรือโอนขอ้มลูนัน้ไดต้ามกฎหมาย ไดแ้ก่ 

1) เป็นการปฏิบัติตามกฎหมายที่ก าหนดให้ บริษัท ต้องส่งหรือโอนข้อมูลส่วนบุคคลไป
ต่างประเทศ  

2) ได้แจ้งให้ท่านทราบและได้รับความยินยอมจากท่านในกรณีที่ประเทศปลายทางมี
มาตรฐานการคุม้ครองขอ้มูลส่วนบุคคลที่ไม่เพียงพอ ทัง้นีต้ามประกาศรายชื่อประเทศที่
คณะกรรมการคุม้ครองสว่นบคุคลประกาศก าหนด  

3) เป็นการจ าเป็นเพื่อปฏิบติัตามสญัญาที่ท่านเป็นคู่สญัญากบั บริษัท หรือเป็นการท าตาม
ค าขอของท่านก่อนการเขา้ท าสญัญานัน้ 

4) เป็นการกระท าตามสญัญาของบรษิัท กบับคุคลหรือนิติบคุคลอื่น เพื่อประโยชนข์องท่าน 
5) เพื่อป้องกันหรือระงับอันตรายต่อชีวิต ร่างกาย หรือสุขภาพของท่านหรือของบุคคลอ่ืน 

เมื่อท่านไม่สามารถใหค้วามยินยอมในขณะนัน้ได ้ 
6) เป็นการจ าเป็นเพื่อด าเนินภารกิจเพื่อประโยชนส์าธารณะที่ส  าคญั 

 
12. ระยะเวลาในการเก็บรวบรวมข้อมูลส่วนบุคคลของท่าน 

บริษัท จะเก็บรกัษาขอ้มูลส่วนบุคคลของท่านไว้ในระยะเวลาเท่าที่ขอ้มูลนั้นยังมีความจ าเป็นตาม
วตัถปุระสงคใ์นการเก็บรวบรวมขอ้มลูเท่านัน้ ตามรายละเอียดที่ไดก้ าหนดไวใ้นนโยบาย ประกาศหรือตาม
กฎหมายที่เก่ียวขอ้ง ทัง้นี ้เมื่อพน้ระยะเวลาและขอ้มลูสว่นบคุคลของท่านสิน้ความจ าเป็นตามวตัถุประสงค์
ดงักล่าวแลว้ บริษัท จะท าการลบ ท าลายขอ้มลูส่วนบุคคลของท่าน หรือท าใหข้อ้มลูส่วนบุคคลของท่านไม่
สามารถระบตุวัตนไดต่้อไป ตามรูปแบบและมาตรฐานการลบท าลายขอ้มลูสว่นบคุคลที่คณะกรรมการหรือ
กฎหมายจะไดป้ระกาศก าหนดหรือตามมาตรฐานสากล อย่างไรก็ดี ในกรณีที่มีขอ้พิพาท การใชส้ิทธิหรือ
คดีความอันเก่ียวขอ้งกับขอ้มูลส่วนบุคคลของท่าน บริษัท ขอสงวนสิทธิในการเก็บรกัษาขอ้มูลนัน้ต่อไป
จนกว่าขอ้พิพาทนัน้จะไดม้ีค  าสั่งหรือค าพิพากษาถึงที่สดุ 

 
13. การให้บริการโดยบุคคลทีส่ามหรือผู้ให้บริการช่วง 

บริษัท อาจมีการมอบหมายหรือจดัซือ้จดัจา้งบุคคลที่สาม (ผูป้ระมวลผลขอ้มลูส่วนบุคคล) ใหท้ า
การประมวลผลขอ้มูลส่วนบุคคลแทนหรือในนามของบริษัท ซึ่งบุคคลที่สามดังกล่าวอาจเสนอบริการใน
ลกัษณะต่าง ๆ เช่น การเป็นผูด้แูล (Hosting) รบังานบรกิารช่วง (Outsourcing) หรือเป็นผูใ้หบ้รกิารคลาวด ์
(Cloud computing service/provider) หรือเป็นงานในลกัษณะการจา้งท าของในรูปแบบอื่น 

การมอบหมายใหบุ้คคลที่สามท าการประมวลผลขอ้มูลส่วนบุคคลในฐานะผูป้ระมวลผลขอ้มูล
ส่วนบุคคลนัน้ บริษัท จะจดัใหม้ีขอ้ตกลงระบุสิทธิและหนา้ที่ของบริษัท ในฐานะผูค้วบคมุขอ้มลูสว่นบุคคล



 

และของบุคคลที่ บริษัท มอบหมายในฐานะผูป้ระมวลผลขอ้มลูส่วนบุคคล ซึ่งรวมถึงก าหนดรายละเอียด
ประเภทข้อมูลส่วนบุคคลที่  บริษัท มอบหมายให้ประมวลผล รวมถึงวัตถุประสงค์ ขอบเขตในการ
ประมวลผลข้อมูลส่วนบุคคลและขอ้ตกลงอ่ืน ๆ ที่เก่ียวข้อง ซึ่งผู้ประมวลผลขอ้มูลส่วนบุคคลมีหน้าที่
ประมวลผลขอ้มลูสว่นบุคคลตามขอบเขตที่ระบใุนขอ้ตกลงและตามค าสั่งของบรษิัท เท่านัน้โดยไม่สามารถ
ประมวลผลเพื่อวตัถปุระสงคอ่ื์นได ้

ในกรณีที่ผูป้ระมวลผลขอ้มูลส่วนบุคคลมีการมอบหมายผูใ้หบ้ริการช่วง (ผูป้ระมวลผลช่วง) เพื่อ
ท าการประมวลผลขอ้มูลส่วนบุคคลแทนหรือในนามของผูป้ระมวลผลขอ้มูลส่วนบุคคล  ดังนี ้บริษัท จะ
ก ากบัใหผู้ป้ระมวลผลขอ้มลูสว่นบุคคลจดัใหม้ีเอกสารขอ้ตกลงระหว่างผูป้ระมวลผลขอ้มลูสว่นบุคคลกบัผู้
ประมวลผลช่วง ในรูปแบบและมาตรฐานที่ไม่ต ่ากว่าขอ้ตกลงระหว่าง บริษัท กบัผูป้ระมวลผลขอ้มูลส่วน
บคุคล 

 
14. การรักษาความมั่นคงปลอดภัยของข้อมูลส่วนบุคคล 

บริษัท มีมาตรการปกป้องขอ้มูลส่วนบุคคล โดยการจ ากัดสิทธิ์การเขา้ถึงขอ้มูลส่วนบุคคลให้
สามารถเข้าถึงได้โดยเจ้าหน้าที่ เฉพาะรายหรือบุคคลที่มีอ  านาจหน้าที่หรือได้รับมอบหมายที่มีความ
จ าเป็นตอ้งใชข้อ้มูลดังกล่าวตามวัตถุประสงคท์ี่ไดแ้จง้เจา้ของขอ้มูลส่วนบุคคลไวแ้ลว้เท่านั้น  ซึ่งบุคคล
ดังกล่าวจะต้องยึดมั่นและปฏิบัติตามมาตรการปกป้องข้อมูลส่วนบุคคลของบริษัท อย่างเคร่งครัด 
ตลอดจนมีหนา้ที่รกัษาความลบัของขอ้มลูสว่นบุคคลที่ตนเองรบัรูจ้ากการปฏิบติัการตามอ านาจหนา้ที่ โดย 
บริษัท มีมาตรการรกัษาความปลอดภัยขอ้มูลทั้งในเชิงองคก์รหรือเชิงเทคนิกที่ไดม้าตรฐานสากล  และ
เป็นไปตามที่คณะกรรมการคุม้ครองขอ้มลูส่วนบุคคลประกาศก าหนด 

 นอกจากนี ้เมื่อ บริษัท มีการส่ง โอนหรือเปิดเผยขอ้มูลส่วนบุคคลแก่บุคคลที่สาม ไม่ว่าเพื่อการ
ใหบ้ริการตามพันธกิจ ตามสัญญา หรือขอ้ตกลงในรูปแบบอ่ืน บริษัท จะก าหนดมาตรการรกัษาความ
ปลอดภยัขอ้มลูส่วนบุคคลและการรกัษาความลบัที่เหมาะสมและเป็นไปตามที่กฎหมายก าหนด เพื่อยืนยนั
ว่าขอ้มลูสว่นบคุคลที่ บรษิัท เก็บรวบรวมจะมีความมั่นคงปลอดภยัอยู่เสมอ 

 
15. การเชื่อมต่อเว็บไซทห์รือบริการภายนอก 
 บริการของบริษัท อาจมีการเชื่อมต่อไปยังเว็บไซทห์รือบริการของบุคคลที่สาม ซึ่งเว็บไซทห์รือ
บริการดังกล่าวอาจมีการประกาศนโยบายการคุม้ครองข้อมูลส่วนบุคคลที่มีเนือ้หาสาระแตกต่างจาก
นโยบายนี ้บรษิัท ขอแนะน าใหท้่านศกึษานโยบายการคุม้ครองขอ้มลูสว่นบุคคลของเว็บไซทห์รือบรกิารนัน้ 
ๆ เพื่อทราบในรายละเอียดก่อนการเขา้ใชง้าน ทัง้นี ้บริษัท ไม่มีความเก่ียวขอ้งและไม่มีอ านาจควบคุมถึง
มาตรการคุม้ครองขอ้มูลส่วนบุคคลของเว็บไซทห์รือบริการดังกล่าวและไม่สามารถรบัผิดชอบต่อเนือ้หา 
นโยบาย ความเสียหาย หรือการกระท าอนัเกิดจากเว็บไซทห์รือบรกิารของบุคคลที่สาม 



 

16. คณะท างานคุ้มครองข้อมูลส่วนบุคคล  
 บริษัทมีการจดัตัง้คณะท างานคุม้ครองขอ้มลูส่วนบุคคลเพื่อตรวจสอบ  ก ากบั และใหค้ าแนะน าใน

การเก็บรวบรวม ใช ้หรือเปิดเผยขอ้มลูสว่นบคุคล รวมถึงการประสานงานและใหค้วามรว่มมือกบัส านกังาน
คณะกรรมการคุ้มครองข้อมูลส่วนบุคคล  เพื่อให้สอดคล้องตามพระราชบัญญัติคุ้มครองข้อมูลส่วน
บคุคล พ.ศ. 2562 

 

17. สิทธิของท่านตามพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 

พระราชบญัญัติคุม้ครองขอ้มลูส่วนบุคคล พ.ศ. 2562 ไดก้ าหนดสิทธิของเจา้ของขอ้มลูส่วนบุคคล
ไวห้ลายประการ ทัง้นี ้สิทธิดังกล่าวจะเริ่มมีผลบงัคับใชเ้มื่อกฎหมายในส่วนของสิทธินีม้ีผลใชบ้งัคับ โดย
รายละเอียดของสิทธิต่าง ๆ ประกอบดว้ย 

1) สิทธิในการขอเขา้ถึงขอ้มูลส่วนบุคคล ท่านมีสิทธิขอเขา้ถึง รบัส าเนาและขอใหเ้ปิดเผย
ที่มาของขอ้มูลส่วนบุคคลที่ บริษัท เก็บรวบรวมไวโ้ดยปราศจากความยินยอมของท่าน เวน้แต่
กรณีที่ บรษิัท มีสิทธิปฏิเสธค าขอของท่านดว้ยเหตตุามกฎหมายหรือค าสั่งศาล หรือกรณีที่การใช้
สิทธิของท่านจะมีผลกระทบที่อาจก่อใหเ้กิดความเสียหายต่อสิทธิและเสรีภาพของบุคคลอื่น  

2) สิทธิในการขอแกไ้ขขอ้มลูส่วนบุคคลใหถู้กตอ้ง สมบูรณแ์ละเป็นปัจจุบนั หากท่านพบว่า
ขอ้มลูส่วนบุคคลของท่านไม่ถูกตอ้ง ไม่ครบถว้นหรือไม่เป็นปัจจบุนั ท่านมีสิทธิขอใหแ้กไ้ขเพื่อให้
มีความถกูตอ้ง เป็นปัจจบุนั สมบรูณ ์และไม่ก่อใหเ้กิดความเขา้ใจผิดได ้

3) สิทธิในการลบหรือท าลายขอ้มลูส่วนบุคคล ท่านมีสิทธิขอให ้บริษัท ลบหรือท าลายขอ้มลู
ส่วนบุคคลของท่าน หรือท าใหข้อ้มูลส่วนบุคคลของท่านไม่สามารถระบุตัวบุคคลที่เป็นเจา้ของ
ขอ้มลูไดต่้อไป ทัง้นี ้การใชส้ิทธิลบหรือท าลายขอ้มลูส่วนบุคคลนีจ้ะตอ้งอยู่ภายใตเ้งื่อนไขตามที่
กฎหมายก าหนด 

4) สิทธิในการขอใหร้ะงับการใชข้อ้มูลส่วนบุคคล ท่านมีสิทธิขอใหร้ะงับการใชข้อ้มูลส่วน
บคุคลของท่าน ทัง้นี ้ในกรณีดงัต่อไปนี ้

ก) เมื่ออยู่ในช่วงเวลาที่ บริษัท ท าการตรวจสอบตามค ารอ้งขอของเจา้ของขอ้มูลส่วน
บคุคลใหแ้กไ้ขขอ้มลูสว่นบคุคลใหถู้กตอ้ง สมบรูณแ์ละเป็นปัจจบุนั 

ข) ขอ้มูลส่วนบุคคลของเจา้ของขอ้มูลส่วนบุคคลถูกเก็บรวบรวม ใชห้รือเปิดเผยโดยมิ
ชอบดว้ยกฎหมาย 



 

ค) เมื่อขอ้มลูส่วนบุคคลของเจา้ของขอ้มลูส่วนบุคคลหมดความจ าเป็นในการเก็บรกัษา
ไวต้ามวตัถุประสงคท์ี่ บริษัท ไดแ้จง้ในการเก็บรวบรวม แต่เจา้ของขอ้มลูส่วนบุคคล
ประสงคใ์ห ้บรษิัท เก็บรกัษาขอ้มลูนัน้ต่อไปเพื่อประกอบการใชส้ิทธิตามกฎหมาย 

ง) เมื่ออยู่ในช่วงเวลาที่  บริษัท ก าลังพิสูจน์ถึงเหตุอันชอบด้วยกฎหมายในการเก็บ
รวบรวมขอ้มลูส่วนบุคคลของเจา้ของขอ้มลูส่วนบุคคล หรือตรวจสอบความจ าเป็นใน
การเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคลเพื่อประโยชน์สาธารณะ อัน
เนื่องมาจากการที่เจา้ของขอ้มลูส่วนบุคคลไดใ้ชส้ิทธิคดัคา้นการเก็บรวบรวม ใช ้หรือ
เปิดเผยขอ้มลูสว่นบคุคล 

5) สิทธิในการคัดคา้นการประมวลผลขอ้มูลส่วนบุคคล ท่านมีสิทธิคัดคา้นการเก็บรวบรวม 
ใชห้รือเปิดเผยขอ้มลูสว่นบคุคลที่เก่ียวกบัท่าน เวน้แต่กรณีที่ บรษิัท มีเหตใุนการปฏิเสธค าขอโดย
ชอบดว้ยกฎหมาย (เช่น บริษัท สามารถแสดงใหเ้ห็นว่าการเก็บรวบรวม ใช ้หรือเปิดเผยขอ้มูล
ส่วนบุคคลของท่านมีเหตุอันชอบด้วยกฎหมายยิ่งกว่า หรือเพื่อการก่อตั้งสิทธิเรียกรอ้งตาม
กฎหมาย การปฏิบติัตามหรือการใชส้ิทธิเรียกรอ้งทางกฎหมาย หรือเพื่อประโยชนส์าธารณะของ
บรษิัท) 

6) สิทธิในการขอถอนความยินยอม ในกรณีที่ท่านไดใ้หค้วามยินยอมแก่ บริษัท ในการเก็บ
รวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคล (ไม่ว่าความยินยอมนั้นจะได้ให้ไว้ก่อนหรือหลัง
พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 มีผลใช้บังคับ) ท่านมีสิทธิถอนความ
ยินยอมเมื่อใดก็ไดต้ลอดระยะเวลาที่ขอ้มลูส่วนบุคคลของท่านถูกเก็บรกัษาโดย บริษัท เวน้แต่มี
ขอ้จ ากดัสิทธิโดยกฎหมายให ้บรษิัท จ าเป็นตอ้งเก็บรกัษาขอ้มลูต่อไปหรือยงัคงมีสญัญาระหว่าง
ท่านกบั บรษิัท ที่ใหป้ระโยชนแ์กท่่านอยู่ 

7) สิทธิในการขอรบั ส่งหรือโอนขอ้มูลส่วนบุคคล ท่านมีสิทธิในการขอรบัขอ้มูลส่วนบุคคล
ของท่านจาก บรษิัท ในรูปแบบที่สามารถอ่านหรือใชง้านโดยทั่วไปไดด้ว้ยเครื่องมือหรืออปุกรณท์ี่
ท างานไดโ้ดยอตัโนมติัและสามารถใชห้รือเปิดเผยขอ้มลูสว่นบุคคลไดโ้ดยวิธีการอตัโนมติั รวมถึง
อาจขอให ้บริษัท ส่งหรือโอนขอ้มูลในรูปแบบดังกล่าวไปยังผูค้วบคุมขอ้มูลส่วนบุคคลรายอ่ืน 
ทัง้นี ้การใชส้ิทธินีจ้ะตอ้งอยู่ภายใตเ้งื่อนไขตามที่กฎหมายก าหนด 

 

 

 



 

18. โทษของการไม่ปฏิบัติตามนโยบายการคุ้มครองข้อมูลส่วนบุคคล 
การไม่ปฏิบติัตามนโยบายอาจมีผลเป็นความผิดและถูกลงโทษทางวินัยตามกฎเกณฑ์ของบริษัท 

(ส าหรบัเจา้หนา้ที่หรือผูป้ฏิบติังานของ บรษิัท) หรือตามขอ้ตกลงการประมวลผลขอ้มลูส่วนบุคคล (ส าหรบั
ผูป้ระมวลผลขอ้มลูส่วนบุคคล) ทัง้นี ้ตามแต่กรณีและความสมัพันธท์ี่ท่านมีต่อ บริษัท และอาจไดร้บัโทษ
ตามที่ก าหนดโดยพระราชบัญญัติคุม้ครองขอ้มูลส่วนบุคคล พ.ศ. 2562 รวมทั้งกฎหมายล าดับรอง กฎ 
ระเบียบ ค าสั่งที่เก่ียวขอ้ง 

 
19. การร้องเรียนต่อหน่วยงานผู้มีอ านาจก ากับดูแล 

 ในกรณีที่ท่านพบว่า บรษิัท มิไดป้ฏิบติัตามกฎหมายคุม้ครองขอ้มลูสว่นบุคคล ท่านมีสิทธิรอ้งเรียน
ไปยังคณะกรรมการคุม้ครองขอ้มลูส่วนบุคคล หรือหน่วยงานที่มีอ  านาจก ากับดูแลที่ไดร้บัการแต่งตัง้โดย
คณะกรรมการคุม้ครองขอ้มูลส่วนบุคคลหรือตามกฎหมาย ทัง้นี ้ก่อนการรอ้งเรียนดังกล่าว บริษัท ขอให้
ท่านโปรดติดต่อมายัง บริษัท เพื่อให ้บริษัท มีโอกาสไดร้บัทราบขอ้เท็จจริงและไดช้ีแ้จงในประเด็นต่าง ๆ 
รวมถึงจดัการแกไ้ขขอ้กงัวลของท่านก่อนในโอกาสแรก 

 
20. การปรับปรุงแก้ไขนโยบายการคุ้มครองข้อมูลส่วนบุคคล 

บริษัท อาจพิจารณาปรบัปรุง แกไ้ขหรือเปลี่ยนแปลงนโยบายนีต้ามที่เห็นสมควร และจะท า
การแจง้ใหท้่านทราบผ่านช่องทางเว็บไซต ์https://www.mermaid-group.com โดยมีวันที่มีผลบงัคับ
ใช้ของแต่ละฉบับแก้ไขก ากับอยู่ อย่างไรก็ดี บริษัทขอแนะน าให้ท่านโปรดตรวจสอบเพื่อรับทราบ
นโยบายฉบบัใหม่อย่างสม ่าเสมอ ผ่านช่องทางเฉพาะกิจกรรมที่บริษัท ด าเนินการ โดยเฉพาะก่อนที่
ท่านจะท าการเปิดเผยขอ้มลูสว่นบคุคลแกบ่รษิัท 

การเขา้ใชง้านผลิตภณัฑห์รือบริการของบริษัท ภายหลงัการบงัคบัใชน้โยบายใหม่ ถือเป็นการ
รับทราบตามข้อตกลงในนโยบายใหม่แล้ว ทั้งนี ้โปรดหยุดการเข้าใช้งานหากท่านไม่เห็นด้วยกับ
รายละเอียดในนโยบายฉบบันีแ้ละโปรดติดต่อมายงับรษิัท เพื่อชีแ้จงขอ้เท็จจรงิต่อไป 

  



 

21. การติดต่อสอบถามหรือใช้สิทธ ิ

หากท่านมีขอ้สงสัย ขอ้เสนอแนะหรือขอ้กังวลเก่ียวกับการเก็บรวบรวม ใช ้และเปิดเผยขอ้มูลส่วน
บุคคลของบริษัท หรือเก่ียวกบันโยบายนี ้หรือท่านตอ้งการใชส้ิทธิตามกฎหมายคุม้ครองขอ้มลูส่วนบุคคล 
ท่านสามารถติดต่อสอบถามไดท้ี่ 

1) โทร 02-255-3115 
2) คณะท างานคุม้ครองขอ้มลูส่วนบุคคล (PDPA Working Group) ของบรษิัท เมอรเ์มด 

มารไิทม ์จ ากดั (มหาชน) และ บรษิัท เมอรเ์มด ซบัซี เซอรว์ิสเซส (ไทยแลนด)์ จ ากดั 
(email: privacy@mermaid-group.com) 

3) เว็ปไซต ์https://www.mermaid-group.com 
4) 26/46-47 ชัน้ 12A อาคารอรกานต ์ซอยชิดลม ถนนเพลินจิต แขวงลมุพินี เขตปทมุวนั 

กรุงเทพฯ 10330 
 
  



 

Privacy Policy/Privacy Notice 
 Mermaid Maritime Public Company Limited and  

Mermaid Subsea Services (Thailand) Company Limited 

1. Introduction 

Mermaid Maritime Public Company Limited and Mermaid Subsea Services (Thailand) Company 
Limited (hereinafter referred to as “Company” or “Organization”) recognizes the importance of 
Personal Data and other data related to you (collectively referred to as “data”). In order to assure 
you that the Company is transparent and responsible in its collection, use or disclosure of your 
data pursuant to the Personal Data Protection Act, B.E. 2562 (2019) (“Personal Data Protection 
Laws”) and other applicable laws, this Privacy Policy/Privacy Notice (“Policy”) is created to clarify 
to you the details related to the collection, use or disclosure (collectively referred to as 
“processing”) of Personal Data carried out by the Company, including the officers and related 
personnel who act as representatives or on behalf of the Company. The details are as follows: 

2. Scope of Policy Enforcement 

This Policy is enforced on the Personal Data of persons currently connected to the 
Company and may in the future have connections to the Company which is processed by the 
Company, officers, contracted employees, business unit or other agency models operated by the 
Company, including contractual parties or third parties who process Personal Data on behalf or 
in the name of the Company (“Data Processor”) under various products and services such as 
websites, systems, applications, documents or other forms of services supervised by the 
Company (collectively referred to as “services”). 

Persons connected to the Company in accordance with the first paragraph include 
the following: 

1) Customers who are ordinary persons. 
2) Officers or Operators, Employees 
3) Trading partners and service providers who are ordinary persons. 



 

4) Directors, authorized personnel, agents, representatives, shareholders, 
employees or other personnel with similar connections as a juristic person who 
has connections with the Company. 

5) Users of the Company’s products or services. 
6) Visitors or users of the website https://www.mermaid-group.com as well as 

systems, applications, devices or other communication channels controlled by the 
Company. 

7) Other personnel whose Personal Data is collected by the Company such as job 
applicants, families of officers, guarantors, insurance beneficiary, etc. 

 Persons in Items 1) through 7) are collectively referred to as “you”. 

Apart from this Policy, the Company may prescribe that there should be 
announcements related to privacy (“Notice”) for the Company’s products or services in order to 
inform Data Subjects who are service users about Personal Data being processed, purposes and 
legitimate reasons for the data processing, Personal Data retention periods and the rights to the 
Personal Data which the Data Subjects have in specific products or services. 

In addition, if there are any major discrepancies between a Privacy Notice and this 
Policy, you are to defer to the Privacy Notice specific to each service. 

3. Definition 

• Company means Mermaid Maritime Public Company Limited and Mermaid Subsea 
Services (Thailand) Company Limited  

• Personal Data means data about a natural person which makes it possible to identify 
the person, whether directly or indirectly, but not including data from a deceased 
person specifically. 

• Sensitive Data means Personal Data as defined in Section 26 of the Personal Data 
Protection Act, B.E. 2562 (2019) as pertaining to racial, ethnic origin, political opinions, 
cult, religious, or philosophical beliefs, sexual behavior, criminal records, health data, 
disability, trade union information, genetic data, biometric data or any data which may 
affect the Data Subject in the same manner as prescribed by the Personal Data 
Protection Commission. 

https://www.mermaid-group.com/


 

• Data processing means any action carried out on Personal Data, e.g., collection, 
recording, copying, organization, storage, revision, modification, use, recovery, 
disclosure, transmission, distribution, transfer, gathering, erasure, destruction, etc. 

• Data Subject means a natural person who is the owner of the Personal Data collected, 
used or disclosed by the Company. 

• Data Controller means a person or juristic person with the authority to make decisions 
regarding the collection, use or disclosure of Personal Data. 

• Data Processor means a person or juristic person who carries out operations related 
to the collection, use or disclosure of Personal Data in accordance with the instructions 
or on behalf of the Data Controller. The aforementioned person or juristic person is not 
the Data Controller. 

4. Source of Personal Data Collected by the Company 

The Company collects or obtains various types of Personal Data from the following 
data sources: 

1) Personal Data collected by the Company directly from Data Subjects via various 
service provision channels such as job applications, job application registration, signing in 
contracts, documents and questionnaires or through the use of products and services or other 
service channels controlled by the Company or when the Data Subject communicates with the 
Company onsite or through other communication channels controlled by the Company, etc. 

2) Data collected by the Company from when the Data Subject accesses the 
website, products or other services in accordance with a contract or obligation, i.e., the monitoring 
of website usage behavior and use of the Company’s products or services by using cookies or 
from software on the Data Subject’s device, etc. 

3) Personal Data collected by the Company from sources other than the Data Subject 
where said data sources have the authority, legitimate reasons or consent from the Data Subject 
to disclose the data to the Company, i.e., connecting to digital services of government agencies 
to provide comprehensive public interest services to the Data Subject, receiving Personal Data 
from other government agencies as the Company is obliged by its mission to provide a data 
exchange center to support the operations of government agencies in providing services to the 



 

public through digital systems, as well as from the necessity to provide contractual services where 
Personal Data may be exchanged with the contractual parties.   

In addition, this includes cases where you provide the Company with Personal Data 
of third parties that you are responsible for clarifying the details in accordance with this Policy or 
the Notices of products or services, as the case may be, to the aforementioned person, as well 
as to obtain their consent, if consent is needed, for disclosure to the Company.  

In the event that the Data Subject refuses to provide the data necessary in the 
provision of the Company's services, the Company may be unable to provide all or part of the 
service to the Data Subject. 

5. Legal Basis for Personal Data Collection 

 The Company considers establishing the legal bases for collecting your Personal 
Data according to suitability and in the context of providing services. Legal bases for Personal Data 
collection used by the Company consist of the following: 

Legal Basis for Personal Data 
Collection 

Description 

To perform legal duties. To allow the Company to act in compliance with the 
laws governing the Company such as the following: 
- The collection of computer traffic data pursuant to 

the Computer Crimes Act, B.E. 2560 (2017). 
- Official Information Act, B.E. 2540 (1997), if the sent 

data has a level of official confidentiality. 
- Tax laws. 
In addition to actions taken in order to comply with 
court orders, etc. 

It is necessary for legitimate interests. For the legitimate interests of the Company which are 
no less important than the Data Subject’s 
fundamental rights to the Personal Data, for example, 
for the security of the Company's premises or the 
processing of Personal Data for the internal affairs of 
the Company, etc. 



 

Legal Basis for Personal Data 
Collection 

Description 

It is necessary to prevent or suppress a 
danger to the life, body or health of a 
person. 

To prevent or suppress dangers to the life body or 
health of a person, for example, providing an 
application service to monitor an epidemic in 
accordance with government policy, etc. 

To act in accordance with contractual 
obligations. 

To enable the Company to perform its contractual 
duties or take actions necessary for entering into a 
contract to which you are a party to the Company, for 
example, employment and commissioning 
contracts, and the making of memorandums of 
cooperation or other forms of contracts, etc. 

For the preparation of important 
historical documents, research or 
statistics. 

To enable the Company to prepare or support the 
preparation of historical documents, research or 
statistics which may be assigned to the Company, 
for example, the preparation of a directory for 
persons who are in the position of director or board 
member, the preparation of statistics on the use of 
digital services in the public sector, monitoring the 
implementation of digital government policies, etc. 

Your consent. For the collection, use or disclosure of Personal Data 
in cases where the Company needs your consent 
and had notify you about the purpose of the 
collection, use or disclosure of Personal Data prior to 
requesting consent, for example, the collection of 
Sensitive Data for purposes not in accordance with 
the exceptions of Section 24 or 26 of the Personal 
Data Protection Act, B.E. 2562 (2019) or the 
presentation of products and services of contractual 
parties or business partners to you, etc. 



 

In the event where it is necessary for the Company to collect your Personal Data for 
contractual obligation, compliance with legal duties or for the necessity of entering into a contract, 
if you refuse to provide Personal Data or object to the processing in accordance with the purpose of 
the activity, the Company may be unable to perform or provide all or part of the services requested 
by you.  

6. Types of Personal Data Collected by the Company 

The Company may collect or acquire the data below, which may include your 
Personal Data, depending on the services you use or the context of your relationship with the 
Company, as well as other considerations that apply to the collection of Personal Data. The 
types of data specified below represent the only the general collection framework of the 
Company, applicable only to the data related to the products or services you use or have 
connections with. 

Personal Data Type Description and Examples 
Personally, Identifiable Data Information about your name or information from official 

documents that can identify you, for example, name prefix, 
first-last name, middle name, nickname, signature, 
identification card number, nationality, driver's license 
number, passport number, house registration 
information, business certificate number, occupational 
license number (for each profession), insurance identification 
number, Social Security number, etc. 

Data Related to Identity Detailed information about you, such as date of birth, sex, 
height, weight, age, marital status, military status, 
photographs, spoken language, behavioral data, 
preferences, bankruptcy information, information on being 
incompetent or quasi-incompetent, etc. 

Contact Data Contact information such as your home phone number, mobile 
phone number, fax number, email address, home mailing 
address, social media username (Line ID, MS Teams), 
coordinates of residence, etc. 



 

Personal Data Type Description and Examples 
Data Related to Work and Education Employment details including work and education history 

such as employment type, occupation, rank, position, duties, 
expertise, work permit status, reference person information, 
taxpayer identification number, tenure history, work history, 
salary information, employment start date, resignation date, 
assessment results, benefits and privileges, items in the 
operator’s possession, work performance, bank account 
number, academic institution, academic qualifications, 
academic performance, graduation dates, etc. 

Data Related to Insurance 
Policies 

Details about an operator's insurance policy, such as insurer, 
insured person, beneficiary, policy number, policy type, 
coverage limit, Information about claims, etc. 

Data Related to Social 
Connections 

Information about your social relationships, such as political 
status, political position, directorship, relationship with the 
Company’s operators, information about contract employment 
at the Company, information about being a stakeholder in the 
affairs done with the Company, etc. 

Data Related to Use of the 
Company’s Services 

Details about the Company's products or services, such as 
user account name, password, PIN, Single Sign-On data (SSO 
ID), OTP, computer traffic data, coordinates, photos, videos, 
audio recordings, usage behavior data (websites maintained 
by the Company), search history, cookies or similar 
technologies, device ID, device type, connection details, 
browser information, language in use, operating system in use, 
etc. 

Sensitive Personal Data Your Sensitive Data such as your ethnicity, religious beliefs, 
disability, political opinions, criminal history, biometric data 
(facial simulation data), health data, etc. 

 
 



 

7. Cookies 

The Company collects and uses cookies and other similar technologies on websites 
that are maintained by the Company, such as https://www.mermaid-group.com, or on your 
device, depending on the services you use for the security of the Company's services and to 
provide you, the user, with conveniences and a good experience using the Company's services. 
Moreover, this data will be used to improve the Company's website to better meet your needs. 
You can manually set or delete cookies from the settings in your web browser. 

8. Personal Data of Minors, Incompetent Persons and Quasi-Incompetent Persons 

If the Company is aware that there is Personal Data belonging to a Data Subject 
who is a minor, incompetent person or quasi-incompetent person which requires consent prior 
to collection, the Company shall not collect the Personal Data until consent from the legal 
representative of the minor or caregiver or guardian, depending on the case, so as to comply 
with the conditions prescribed by law. 

If the Company was previously unaware that the Data Subject was a minor, 
incompetent person or quasi-incompetent person, and later discovered that the Company has 
collected the data of such Data Subjects without the consent of the legal representative of the 
minor or caregiver, or guardian, depending on the case, the Company shall erase said Personal 
Data promptly if the Company has no legitimate grounds other than consent to collect, use or 
disclose such information. 

9. Purpose of Personal Data Collection 
The Company collects your Personal Data for a number of purposes, depending 

mainly on the type of product or service or activity you use, as well as the nature of your 
relationship with the Company or considerations in each context. The purposes specified 
below are only the Company’s general Personal Data usage framework. In addition, only the 
purposes related to the products or services you use or have a relationship with are applicable 
to your Personal Data.  

1) To provide and manage the Company's services, either under contract with you 
or in accordance with the Company's mission. 

2) To conduct Company transactions. 



 

3) To control, use, monitor, inspect and manage the services to accommodate and 
comply with your needs. 

4) To retain and update information about you, including documents that contain 
references to you. 

5) To prepare a Personal Data processing record as required by law. 
6) To analyze data and troubleshoot issues related to the Company's services. 
7) To take necessary actions in organization’s internal management, including 

employee recruitment, nomination of directors or position holders and qualification assessment. 
8) To protect, detect, prevent and investigate fraud, security breaches or acts that 

are prohibited or illegal and may cause damage to both the Company and the Data Subject. 
9) To verify identities, authenticate identities and verify information when you apply 

for the Company's services or contact the services or exercise your legal rights. 
10) To improve and develop products and services in order to be up-to-date. 
11) To assess and manage risks. 
12) To send you notifications, order confirmations, communications and newsletters. 
13) To prepare and deliver relevant and necessary documents or information. 
14) To verify identities, prevent spam or prevent unauthorized or illegal actions 
15) To check how the Data Subject accesses and uses the Company's services, both 

collectively and individually, and for research and analysis purposes. 
16) To take actions necessary to perform the Company’s duties to comply with 

controlling authorities, tax authorities, law enforcement or legal obligations. 
17) To take actions necessary for the legitimate interests of the Company or of other 

persons or other juristic persons in connection with the Company's operations. 
18) To prevent or suppress danger to the life, body or health of a person, including the 

monitoring of epidemics. 
19) To prepare historical documents for the public interest, research or produce 

statistics that the Company is tasked with carrying out. 
20) To comply with laws, announcements, applicable orders or litigation proceedings, 

proceedings related to information on subpoenas as well as the exercising of your data rights. 
 



 

10. Types of Personnel to Whom the Company Discloses Your Personal Data 

In accordance with the purposes specified in Section 9  above, the Company may 
disclose your Personal Data to the personnel listed below. The types of data recipients listed 
below are only the Company’s general framework for Personal Data disclosure, applicable only 
with the recipients of data related to the products or services you use or have a connection with. 

Types of Data Recipients Description 
Government agencies or authorities 
to whom the Company is required to 
disclose information for legal 
compliance purposes or other 
important purposes (e.g., 
operations for public interest). 

Law enforcement agencies or agencies with controlling 
authority or other important purposes, such as Council of 
Ministers, acting ministers, Department of Local Administration, 
Revenue Department, Royal Thai Police, courts, Office of the 
Attorney General, Department of Disease Control, Ministry of 
Digital Economy and Society, Office of the Permanent Secretary 
to the Prime Minister’s Office, Department of Consular Affairs, 
Student Loan Fund, etc. 

Contractual parties that take actions 
related to the welfare of the Company's 
operators. 

Third parties that the Company commissions for welfare-related 
purposes, such as insurance companies, hospitals, payroll 
companies, banks, telephone service providers, etc. 

Business allies. The Company may disclose your information to persons who 
work with the Company for the purpose of providing services to 
you, such as service providers you contact through our 
services, marketing service providers, advertising media, 
financial institutions, platform service providers, 
telecommunications service providers, etc. 

Service providers. The Company may assign another person as a replacement 
service provider or to support the Company's operations, such 
as a data storage service provider (e.g., cloud, document 
warehouses), systems developer, software, applications, 
websites, couriers, payment service providers, Internet service 
providers, telephone service providers, digital ID providers, 



 

Types of Data Recipients Description 
social media providers, risk management service providers, third-
party consultants, transportation service providers, etc. 

Other types of data recipients. The Company may disclose your information to other types of 
data recipients, such as contacts, companies, family members, 
non-profit foundations, temples, hospitals, academic 
institutions or other agencies, etc., in order to take actions 
related to the Company's services, training, awards, 
philanthropy, donations, etc. 

Public disclosure of data. The Company may disclose your information to the public if 
necessary, such as to take actions which require the Company 
to be published in the Government Gazette or Cabinet 
resolutions, etc. 

11. Overseas Sending or Transfer of Personal Data 

In some cases, the Company may need to send or transfer your Personal Data 
overseas for the purpose of providing services to you, for example, sending Personal Data to the 
cloud which has a platform or server located overseas (such as in Singapore or the United States, 
etc.) to support information technology systems located outside Thailand. This depends on the 
Company's services that you use or are involved in on a per-activity basis. 

However, at the time of this Policy’s preparation, the Personal Data Protection 
Commission has not yet announced a list of destination countries with adequate Personal Data 
protection standards. Hence, the Company shall take action to ensure that there are adequate 
Personal Data protection measures meeting international standards for the sent or transferred data or 
take steps to ensure compliance with the terms and conditions so that the data can be sent or 
transferred legally, for example: 

1) The action complies with laws that require the Company to send or transfer Personal Data 
overseas.  

2) You are notified and consent is obtained from you in the event that the destination 
country has inadequate Personal Data protection standards according to the list of 
countries announced by the Personal Data Protection Commission. 



 

3) It is necessary to comply with a contract to which you and the Company are 
parties or to fulfill your requests prior to entering into such contract. 

4) It is an act carried out to comply with the Company’s contract with another person 
or juristic person for your benefit. 

5) It is done to prevent or suppress danger to your or another person’s life, body or 
health when you unable to give consent at that time. 

6) It is necessary to carry out the mission for vital public interests. 

12. Data Retention Period 

The Company shall retain your Personal Data only for as long as necessary for the 
purposes for which it was collected and in accordance with the details specified in this Policy, 
Notices or applicable laws. Upon expiration of the period and your Personal Data ceases to be 
necessary for such purposes, the Company will erase, destroy or anonymize your Personal Data 
in accordance with the forms and standards of Personal Data erasure and destruction that the 
Commission or the law will announce or in accordance with international standards. However, in 
the event of a dispute or lawsuit involving the exercising of your Personal Data rights, the 
Company reserves the right to retain such data until the dispute receives a court order or final 
judgement. 

13. Service Provision by Third Parties or Subcontractors 

The Company may assign or commission third parties (Data Processors) to process 
Personal Data on behalf or in the name of the Company, where such third parties may offer 
services in various ways, such as hosting, outsourcing, cloud computing service/provider or other 
forms of outsourcing. 

In assigning a third party to process Personal Data as a Data Processor, the Company 
shall create an agreement stating the rights and obligations of the Company as the Data Controller 
and those of the third party commissioned by the Company as the Data Processor. This includes 
defining the details of the types of Personal Data that the Company tasks the third party with 
processing, as well as the purposes and scope for processing and other related agreements. The 
Data Processor is responsible for processing Personal Data only within the scope specified in the 



 

agreement and according to the Company's instructions and the data cannot be processed for other 
purposes. 

In the event that the Data Processor commissions a subcontractor (Sub-processor) to 
process the Personal Data on behalf or in the name of the Data Processor, the Company shall direct the 
Data Processor to create an agreement between the Data Processor and the Sub-processor in a 
form and standard that is not lower than the agreement between the Company and the Data 
Processor. 

14. Personal Data Security 

The Company has measures to protect Personal Data by restricting access to Personal 
Data to specific authorities or authorized persons or delegates who need to use such information 
for the purposes for which the Data Subject has been notified. Such persons must strictly adhere 
to and comply with the Company's Personal Data protection measures, as well as have a duty to 
maintain the confidentiality of Personal Data that they perceive from performing their duties. The 
Company has organizational and technical data protection measures that meet international standards 
and are compliant with the announcements of the Personal Data Protection Commission.  

In addition, when the Company sends, transfer or discloses Personal Data to a third 
party, whether for the provision of services in accordance with its mission, contract or other forms 
of agreement, the Company will establish appropriate Personal Data protection measures and 
confidentiality measures in accordance with the law to ensure that the Personal Data collected by 
the Company is always secure. 

15. Links to Third-party Websites or Services 

The Company’s services may contain links to third-party websites or services. Such 
websites or services may be subject to privacy policy declarations containing material that differs 
from this Policy. The Company recommends that you consult the privacy policy of such websites 
or services in detail before accessing them. In any case, the Company has no authority and has 
no control over the Personal Data protection measures of such websites or services and cannot 
be held responsible for the content, damages or actions caused by third-party websites or 
services. 

 



 

16. PDPA Working Group 

The Company has appointed a PDPA Working Group to monitor, supervise and advise on 
the collection, use or disclosure of Personal Data, as well as to coordinate and cooperate with the 
Office of the Personal Data Protection Commission in order to comply with the Personal Data Protection 
Act, B.E. 2562 (2019). 

17. Your Rights under the Personal Data Protection Act, B.E. 2562 (2019) 

The Personal Data Protection Act, B.E. 2562 (2019), defines Data Subjects rights in 
several respects. Such rights shall come into effect once the laws regarding this section come into effect. 
The details regarding the rights consist of the following: 

1) Right to Access: You have the right to request to access, obtain a copy and 
request the disclosure of the source of the Personal Data collected by the Company without your 
consent, unless the Company has the right to refuse your request for legal reasons or due to court 
orders, or where the exercise of your rights will have an impact that may damage the rights and 
freedoms of others.  

2) Right to Rectification: If you find that your Personal Data is inaccurate, incomplete 
or outdated, you have the right to request the rectification of your data to ensure that it is accurate, 
up-to-date, complete and not misleading. 

3) Right to Erasure or Destruction: You have the right to request that the Company 
erase or destroy or anonymize your Personal Data. The exercise of this right to erasure or 
destruction of Personal Data is subject to the conditions prescribed by law. 

4) Right to Restrict Processing You have the right to request the restriction of the 
processing of your Personal Data in the following cases: 

a) During a period where the Company is conducting a verification process at 
an audit at the request of the Data Subject to rectify Personal Data to ensure 
that it is accurate, complete and up-to-date. 

b) The Personal Data of the Data Subject is unlawfully collected, used or 
disclosed. 

c) When it is no longer necessary to retain the Personal Data of the Data Subject 
for the purposes of collection as notified by the Company, but the Data 



 

Subject wishes for the Company to continue to retain that information for the 
exercise of legal rights. 

d) During a period where the Company is proving legitimate grounds for 
collecting the Personal Data of the Data Subject or checking the need to 
collect, use or disclose the Personal Data for public interests as a result of the 
Data Subject exercising the right to object to the collection, use or disclosure 
of Personal Data. 

5) Right to Object to Processing: You have the right to object to the collection, use 
or disclose of Personal Data related to you, unless the Company has legitimate grounds for 
denying the request (i.e., the Company can demonstrate that the collection, use or disclosure of 
your Personal Data has greater legitimate grounds or it is for establishing a legal claim, 
compliance with or exercise of a legal claim or for the public interest of the Company). 

6) Right to Withdraw Consent: In the event that you have given consent to the 
Company to collect, use or disclose Personal Data (regardless of whether that consent was 
provided before or after the Personal Data Protection Act B.E. 2562 (2019) came into force), you 
have the right to withdraw your consent at any time while your Personal Data is being retained 
by the Company, unless there is a limitation of legal rights requiring the Company to continue 
to retain the data or maintain a contract between you and the Company that provides you with 
benefits. 

7) Right to Data Portability: You have the right to request to receive your Personal 
Data from the Company in a machine-readable or commonly used format that can be used or 
disclosed by automated means. In addition, you may request that the Company send or transfer 
the data in the aforementioned format to another Data Controller. The exercise of this right shall 
be subject to the conditions prescribed by law. 
  



 

18. Penalties for Non-compliance with Privacy Policy 

Failure to comply with the Policy may result in an offence and disciplinary action in 
accordance with the Company's rules (for officers or operators of the Company) or in accordance 
with the Personal Data processing agreement (for the Data Processor), depending on the case 
and your relationship with the Company. In addition, you may receive punishments as prescribed 
by the Personal Data Protection Act, B.E. 2562 (2019), as well as secondary laws, rules, 
regulations and related orders. 

19. Complaints to Regulatory Authorities 

In the event that you find that the Company has not complied with the Personal Data 
Protection Law, you have the right to complain to the Personal Data Protection Commission or a 
regulatory authority appointed by the Personal Data Protection Commission or by law. Prior to 
submitting the complaint, the Company requests that you first contact the Company to give the 
Company an opportunity to be informed of the facts and to clarify the issues, as well as to address 
your concerns at the first opportunity. 

20. Amendments to the Personal Data Protection Policy 

The Company may consider updating, amending or modifying this Policy as it deems 
appropriate and will notify you via the website https://www.mermaid-group.com with the effective 
date of each revision. However, the Company recommends that you regularly check to learn of 
new policies through the channels for each specific activity operated by the Company, especially 
before you disclose Personal Data to the Company. 

Access to the Company's products or services after the enforcement of a new policy 
is considered an acknowledgement of the agreement in the new policy. Please cease to access 
the products or services if you disagree with the details of this Policy and please contact the 
Company for further clarification. 
  



 

21. Inquiries or Exercise of Rights 

If you have any questions, suggestions or concerns about the Company's collection, 
use and disclosure of Personal Data or about this Policy, or you would like to exercise your rights 
under the Personal Data Protection Act, please contact us via the following channels: 

1) Tel. 02-255-3115 
2) PDPA Working Group of Mermaid Maritime Public Company Limited and 

Mermaid Subsea Services (Thailand) Company Limited 
(email: privacy@mermaid-group.com) 

3) Website of Mermaid Maritime Public Company Limited: https://www.mermaid-
group.com 

4) 26/46-47, 12A floor, Orakarn Building, Soi Chidlom, Ploenchit Road, Lumpinee, 
Pathumwan, Bangkok 10330, Thailand. 


